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Abstract - With the help of new technology and methodology it has become possible to manage very large amount of sensing data and apply new integrated computing models to acquire information intelligence This paper elaborates how the Internet Consumer industry has innovated at rapid pace, explores how this.  This paper offers a user oriented approach to the specification of requirement for the effective management of urban areas. This paper also explores how such an enterprise transformation has fundamentally changed the business scenario in the telecom industry.  
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I. INTRODUCTION   

This paper introduces internet based cloud computing services model, exploring the properties & deployment model in use today, as well as the challenges associated with cloud computing. In this paper we discussed the communication services in cloud (including way to access the cloud such as media control & API’s) & the important of flexibility & scalability in a cloud based environments. The cloud computing service model involves the Provision, by a service provider, of large pools of high performance computing resources and high-capacity storage devices that are shared among ends users as required. The service provider’s offering may also require a high speed network to provide structure. The cloud computing service model involves the provision, by a service provider of large pools of high performance computing resources and high-capacity storage devices that are shared among end users as required. There are many cloud service models, but generally, end users subscribing to the service have their data hosted by the service, and have computing resources allocated on demand from the pool. The service provider offering may also extend to the software applications required by the end user. To be successful, the cloud service model also requires a high-speed network to provide connection between the end user and the service provider’s infrastructure. There are many definitions of cloud computing, and discussion within the IT industry continues over the possible services that will be  offered in the future, [2]. The broad scope of cloud computing is succinctly summarized in [5]: In this paper, we present an overview of energy consumption in cloud computing and compare this to energy consumption in conventional computing. For this comparison, the energy consumption of conventional computing is the energy consumed when the same task is carried out on a standard consumer personal computer (PC) that is connected to the Internet but does not utilize cloud computing. We consider both public and private clouds and include energy consumption in switching and transmission, as well as data processing and data storage. Specifically, we present a network-based model of the switching and transmission network. Intelligent transportation clouds could provide services such as decision support, a standard development environment for traffic management Strategies, and so on. With mobile agent technology, an urban-traffic management system based on Agent-Based Distributed and Adaptive Platforms for Transportation Systems (Adapts) is both feasible and effective. However, the large-scale use of mobile agents will lead to the emergence of a complex, powerful organization layer that requires enormous computing and power resources. To deal with this problem, we propose a prototype urban traffic management system using intelligent traffic clouds.  
   II. METHODOLOGY : This review surveyed the existing literature using a principled and systematic approach: we searched each of the major research databases for computer science, the ACM Digital Library, IEEE Xplore, SpringerLink, Science Direct and Google Scholar, for the following keywords: cloud computing, elastic computing, utility computing, Infrastructure as a Service, IaaS, Platform as a Service, PaaS, Software as a Service, SaaS, Everything as a Service, XaaS. The date range for this search was limited from 2005 until October 2009. This date range was chosen because this survey work was commenced in October 2009, and because all public clouds were launched after 2005. For example, Amazon first launched EC2 (Elastic Compute Cloud) in August 20061 and Google launched App Engine in April 20082. According to Google Trends, the term cloud 

The searches from the five target databases returned over 150 papers. The titles and abstracts of these papers were read and for quality reasons we decided to use only peer-reviewed papers for the review; only a small number of non peer-reviewed publications were included, such as well quoted definitions or a summary of a workshop discussing research challenges academia is facing, as these were relevant and not matched by comparable peer-reviewed work. Furthermore, papers that had misleading titles or abstracts and those that were purely focused on High Performance Computing and e-Science were also left out of the review as these areas are not within the core focus of our review. The citation-references of the selected papers were checked but no additional papers were found to be necessary to add to this review based on the criteria mentioned above. This resulted in a total of 56 publications being selected for review. The papers were split into three categories based on their main focus; the categories were: general introductions, technological aspects of cloud computing and organizational aspects. The latter category is discussed elsewhere . The papers that provided general introductions to cloud computing are referenced throughout this paper. The technological category was further broken down into papers that dealt with protocols, interfaces, standards, lessons from related technologies, techniques for modelling and building clouds, and new usecases arising through cloud computing.. Table 1 provides an overview of the papers reviewed in this review and their categories. As it can be seen in the table, the majority of the papers were published in 2009.  [image: image1.png]



Figure 1: Searches for "cloud computing" on Google.com, taken from Google Trends 
III.DEFINITIONS: There has been much discussion in industry as to what cloud computing actually means. The term cloud computing seems to originate from computer network diagrams that represent the internet as a cloud. Most of the major IT companies and market research firms such as IBM, Sun Microsystems , Gartner  and Forrester Research  have produced whitepapers that attempt to define the meaning of this term. These discussions are mostly coming to an end and a common definition is starting to emerge. The US National Institute of Standards and Technology (NIST) has developed a working definition that covers the commonly agreed aspects of cloud computing. The NIST working definition summarises cloud computing as: a model for enabling convenient, on-demand network access to a shared pool of configurable computing resources (e.g., networks, servers, storage, applications, and services) that can be rapidly provisioned and released with minimal management effort or service provider interaction [11]
The NIST definition is one of the clearest and most comprehensive definitions of cloud computing and is widely referenced in US government documents and projects. This definition describes cloud computing as having five essential characteristics, three service models, and four deployment models. The essential characteristics are: 
1.On-demand self-service: computing resources can be acquired and used at anytime without the need for human interaction with cloud service providers. Computing resources include processing power, storage, virtual machines etc. 
2.Broad network access: the previously mentioned resources can be accessed over a network using heterogeneous devices such as laptops or mobiles phones. 
3.Resource pooling: cloud service providers pool their resources that are then shared by multiple users. This is referred to as multi-tenancy where for example a physical server may host several virtual machines belonging to different users. 
4.Rapid elasticity: a user can quickly acquire more resources from the cloud by scaling out. They can scale back in by releasing those resources once they are no longer required.  

5.Measured service: resource usage is metered using appropriate metrics such monitoring storage usage, CPU hours, bandwidth usage etc. 

The above characteristics apply to all clouds but each cloud provides users with services at a different level of abstraction, which is referred to as a service model in the NIST definition. The three most common service models are:
a. Software as a Service (SaaS): this is where users simply make use of a web-browser to access software that others have developed and offer as a service over the web. At the SaaS level, users do not have control or access to the underlying infrastructure being used to host the software. Salesforce’s Customer Relationship Management software3 and Google Docs4 are popular examples that use the SaaS model of cloud computing.  
b.Platform as a Service (PaaS): this is where applications are developed using a set of programming languages and tools that are supported by the PaaS provider. PaaS provides users with a high level of abstraction that allows them to focus on developing their applications and not worry about the underlying infrastructure. Just like the SaaS model, users do not have control or access to the underlying infrastructure being used to host their applications at the PaaS level. Google App Engine5 and Microsoft Azure6 are popular PaaS examples.  
  c.Infrastructure as a Service (IaaS): this is where users acquire computing resources such as processing power, memory and storage from an IaaS provider and use the resources to deploy and run their applications. In contrast to the PaaS model, the IaaS model is a low level of abstraction that allows users to access the underlying infrastructure through the use of virtual machines. IaaS gives users more flexibility than PaaS as it allows the user to deploy any software stack on top of the operating system. However, flexibility comes with a cost and users are responsible for updating and patching the operating system at the IaaS level. Amazon Web Services’ EC2 and S37 are popular IaaS examples.  

Erdogmus  described Software as a Service as the core concept behind cloud computing, suggesting that it does not matter whether the software being delivered is infrastructure, platform or application, "it’s all software in the end" . Although this is true to some extent, it nevertheless helps to distinguish between the types of service being delivered as they have different abstraction levels. The service models described in the NIST definition are deployed in clouds, but there are different types of clouds depending on who owns and uses them. This is referred to as a cloud deployment model in the NIST definition and the four common models are: 
Private cloud: a cloud that is used exclusively by one organisation. The cloud may be operated by the organisation itself or a third party. The St Andrews Cloud Computing Co-laboratory8 and Concur Technologies  are example organisations that have private clouds. 
Public cloud: a cloud that can be used (for a fee) by the general public. Public clouds require significant investment and are usually owned by large corporations such as Microsoft, Google or Amazon. 
Community cloud: a cloud that is shared by several organisations and is usually setup for their specific requirements. The Open Cirrus cloud testbed could be regarded as a community cloud that aims to support research in cloud computing 

Hybrid cloud: a cloud that is setup using a mixture of the above three deployment models. Each cloud in a hybrid cloud could be independently managed but applications and data would be allowed to move across the hybrid cloud. Hybrid clouds allow cloud bursting to take place, which is where a private cloud can burst-out to a public cloud when it requires more resources. Figure 2 provides an overview of the common deployment and service models in cloud computing, where the three service models could be deployed on top of any of the four deployment-models.  [image: image2.png]— e
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Figure 2: Cloud computing deployment and service models
 An example: user perspective for an urban environment Urban management aims to respond effectively to the key political concerns of European cities today including the socio-economic    and    environmental impacts of climate change, deteriorating public health and biodiversity loss etc. All of these urban impacts  are associated with a dysfunctional urban   model in  which urban transportation systems, in the context of urban sprawl, generate excess greenhouse gas (GHG)  emissions promoting climate change. Furthermore, motorized transportation as the prime generator of GHG emissions also degrades the environment in respect of noise and air quality, impacting adversely on human health. These political     concerns arising from the direct  socio-economic and    environmenta l impacts of the drivers of change are fundamentally related at the urban level in the land-use-transport environment nexus, in which the degree of compactness  of the city determines the potential for  public transportation solutions which in general offer multiple socio-economic and environmental benefits. Given the interrelated, interconnected and    complex nature of    drivers and impacts   in the    urban  environment, policy   integration and        integrated  urban governance are viewed as the   “sine qua non”  of effective responses. Urban governance is thereby   promoted via integrated approaches to    territorial impact    assessment, policy   formulation and policy  implementation. Despite these aspirations for the development of integrated approaches,      the reality approaches, the reality remains that urban  intelligence at the local level is generally poorly developed in the critical areas of      territorial impact assessment and urban planning.  Agencies addressing  the management of urban regions have a critical need to integrate large sets of data across the sectoral domains of land-use, transport, health, etc. in order to  respond to the political demands for sustainable cities, but this is rarely achieved effectively. Furthermore, the complexities surrounding data integration to secure reliable intelligence increase further when the typical framework conditions for interagency collaboration on territorial planning issues requires intercity or intra-regional comparisons and assessments. Failure to secure policy integration can be attributed to a variety of factors including notably organizational and procedural barriers associated with the sectoral responsibilities for landuse, transport and environment, primarily in a horizontal perspective at the local level, and in a vertical perspective between government agencies  responsible for policy development from local, to regional, national  and EU levels.
IV.BENIFITS AND CHALLENGES  

Benefits : The following are some of the possible benefits for those who offer cloud computing-based services and applications:  
Cost Savings — Companies can reduce their capital expenditures and use operational expenditures for increasing their computing capabilities. This is a lower barrier to entry and also requires fewer in-house IT resources to provide system support.  
Scalability/Flexibility — Companies can start with a small deployment and grow to a large deployment fairly rapidly, and then scale back if necessary. Also the flexibility of cloud computing allows companies to use extra resources at peak times, enabling them to  satisfy consumer demands. Reliability — Services using multiple redundant sites can support business continuity and disaster recovery. 
Maintenance — Cloud service providers do the system maintenance, and access is through APIs that do not require application      installations onto    PCs, thus further reducing maintenance requirements. 
 Mobile Accessible — Mobile workers have increased productivity due to systems accessible in an infrastructure available from anywhere  Challenges The following are some of the notable challenges associated with cloud computing, and although some of these may cause a slowdown when delivering more services in the cloud, most also can provide opportunities, if resolved with due care and attention in the planning stages.
 Security and Privacy — Perhaps two of the more “hot button” issues surrounding cloud computing relate to storing and securing data, and  monitoring the use of the cloud by the service providers. These issues are generally attributed to slowing the deployment of cloud services. These challenges can be addressed, for example, by storing the information internal to the organization, but allowing it to be used in the cloud. For this to occur, though, the security mechanisms between organization and the cloud need  to be robust and a Hybrid cloud could support such a deployment. Lack of Standards — Clouds have documented interfaces; however, no standards are associated with these, and thus it is unlikely that most clouds will be   interoperable. The Open Grid Forum is developing an Open Cloud Computing Interface to resolve this issue  and the Open Cloud Consortium is working on cloud computing standards and practices. The findings of these groups will need to mature, but it is not known whether they will address the needs of the people deploying the services and the specific interfaces these services need. However, keeping up to date on the latest standards as they evolve will allow them to be leveraged, if applicable.  

Continuously Evolving — User requirements are continuously evolving, as are the requirements for interfaces, networking, and storage. This means that  a “cloud,” especially a public one, does not remain static and is also continuously evolving.  Compliance Concerns — The Sarbanes-Oxley Act (SOX) in the US and Data Protection directives in the EU are just two among many compliance issues affecting cloud computing, based on the type of data and application for which the cloud is being is being used. The EU has a legislative backing for data protection across all member states, but in the US data protection is different and can vary from state to state. As with security and privacy mentioned previously, these typically result in Hybrid cloud deployment with one cloud storing the data internal to the organization   
V. Lessons from related Technologies The remainder of this paper reviews the research that describes technological aspects of research in cloud computing. This starts with a look at lessons to be learnt from related fields of research. In the following, standards and interfaces in cloud computing as well as interoperability between different cloud systems are explained. Then, techniques for designing and building clouds are summarised, which include advances in management software, hardware provisioning, and simulators that have been developed to evaluate design decisions and cloud management choices. This is rounded up by presenting new use-cases that have become possible through cloud computing. Voas and Zhang  identified cloud computing as the next computing paradigm that follows on from mainframes, PCs, networked computing, the internet and grid computing. These developments are likely to have similarly profound effects as the move from mainframes to PCs had on the ways in which software was developed and deployed. One of the reasons that prevented grid computing from being widely used was the lack of virtualization that resulted in jobs being dependant on the underlying infrastructure. 
VI. CONCLUSION 
This paper has presented the work published by the academic community advancing the technology of cloud computing. Much of the work has focussed on creating standards and allowing interoperability, and describes ways of designing and building clouds. We were surprised so far not to see significant contributions to the usage and scaling properties of Hadoop/MapReduce, which is a new programming paradigm in the cloud. Similarly, there was no work published yet on effective usage of PaaS offerings such as Google Apps.  Various definitions of cloud computing were discussed and the NIST working definition by Mell and Grance  was found to be the most useful as it described cloud computing using a number of characteristics, service models and deployment models. The socio-technical aspects of cloud computing that were reviewed included the costs of using and building clouds, the security, legal and privacy implications that cloud computing raises as well as the effects of cloud computing on the work of IT departments. 
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